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Realization of Bluetooth-equipped Device

for Wireless Sensor Network†
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In this paper, we realized a portable Bluetooth-equipped device for the wireless sensor network. This device is

designed to be able to connect various sensors and control external devices. Bluetooth has so nice features such

as low power consumption, sufficient data throughput and high resistance to noise that we utilize Bluetooth as

a basis of the device for the wireless sensor network. We implement not only the ad hoc network to realize a

small network but also the scatternet to construct a large scale network by connecting and switching the small

network. We demonstrate applications using the device for wearable sensors, environmental information sensors

and controllers of home electric appliances. These demonstrations prove that the realized device has sufficient

performance for the wireless sensor network in the daily life.
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1. Introduction

Computers become more compact and more powerful

according to the Moore’s low. At one time, many peo-

ple shared one host computer. After that, the era of the

personal computer that one person had his or her own

computer came. Recently, the audiovisual goods and the

home electric appliances include high power microproces-

sors and network functions. In the near future, because

of the more price reduction and the more downsizing of

computers, the ubiquitous computing that the networked

huge amount of computers are distributed in the daily life

will come before long.

In ubiquitous computing, many sensors and actuators

are thought to be distributed in daily life for supporting

humans by measuring and accumulating their behavior

and environmental information. Under this situation, it

is necessary to construct the sensor networks for mea-

suring sensor information effectively and controlling the

many actuators concertedly. Moreover since this sensor

network will be spread over the daily life environment, it
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is also necessary for these sensors to be connected wire-

lessly in order that anyone can install them easily.

Smart Dust 1) is the famous device for the wireless sen-

sor network that is millimeter scale sensing. Mote was

developed by improving Smart Dust utilizing commer-

cially offered parts 2). Tiny OS 3) that realized the effec-

tive event processing under small amount of memory and

low computing power was implemented to Mote. After

the completion of Smart Dust project in 2001, Mote was

commercialized by Crossbow technology as MICA Mote.

PicoRadio 4) that consists of low power and low cost Pi-

coNodes aims to support the assembly of ad hoc wireless

sensor network. Medusa 5) is also node device for wire-

less sensor network that has similar features as MICA

nodes. µAMP Project 6) develops sensor nodes emphasis

on energy efficiency. Kawahara et al. also developed the

wireless sensor network devices U3 for the daily life 7).

In our research, with the daily life use in mind, we

develop a small device which can construct the wireless

sensor network and implement the networking protocol

that can realize both a small ad hoc network and a large

network by connecting small networks with each other.

Related researches mainly focus on power efficiency. Al-

though power efficiency is very important for the daily life

use, the affinity to many kinds of devices is also important.

In addition, monitoring the human motion is a necessary

technique for the human centered computing. Since the

amount of human motion data is very large, it is neces-

sary to keep sufficient data throughput for transmitting
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the motion data. Considering the power consumption,

the data throughput and the affinity, we select Bluetooth

as a basis of the device for the wireless sensor network.

Many researches utilize the frequency band such as 900

[MHz] or 300 [MHz]. Since the available frequency is dif-

ferent among each country in these frequency bands, it

is difficult to deal with wireless communication parts uni-

formly. However Bluetooth can be used all over the world,

because it uses 2.4 [GHz].

Apart from researches about developing the wireless

sensor devices, managing methods for the large network

are also actively studied. Bulusu 8) discussed about the

connection between the sensor network and the internet.

Our research target does not include the construction of

such large network.

We also demonstrate applications using the realized de-

vice for wearable sensors, environmental information sen-

sors and controllers of home electric appliances. By these

demonstrations, we will verify the effectiveness of the re-

alized device for the wireless sensor network in the daily

life.

Fig. 1 shows the realized device for the wireless sensor

network next to a wristwatch for scale.

Fig. 1 Overview of realized Bluetooth-equipped device for

wireless sensor network (left).

2. Bluetooth-equipped Device for Wire-
less Sensor Network

2. 1 Necessary Function

For the introduction of the wireless sensor network to

the daily life, it is necessary to avoid the interference with

other wireless devices. As for data throughput, its nec-

essary performance depends on the application. We de-

cide the necessary performance on the assumption of the

human motion monitoring. When the human motion is

monitored as 30 degree of freedom, 10 [bits] resolution and

100 [Hz] frequency, 30 [kbps] data throughput is needed.

It takes up to 300 [kbps] for the throughput, if multiple

humans are monitored. Node devices should be so small

as to wear them and install them to everywhere. In case

of going out, the battery should have a life of at least 8

hours.

2. 2 Bluetooth

Bluetooth uses frequency-hopping spread spectrum that

switches the frequency every 625 [µsec] and uses Industrial

Scientific and Medical band, which is free to use in many

countries. It has high tolerance for noise. These features

are suitable for daily use. Its throughput is 723.2 [kbps]

at an asymmetric link and is 433.9 [kbps] at a symmetric

link. This is also sufficient performance for the daily life

applications.

Comparing with IEEE 802.11b (Wireless LAN),

throughput of Bluetooth is low. However Bluetooth has

superior performance in the power consumption and the

cost. Ordinary Li-ion battery for cell phones is about 3.7

[V] 600 [mAh]. Since IEEE 802.11b needs 200 [mA], a

battery has a life of only 3 hours. On the other hand,

Bluetooth needs up to 30 [mA], the battery has a life of

20 hours.

Bluetooth does not need the access points or base sta-

tions. Bluetooth supports ad hoc network and Scatter-

net which realizes multihop networks. We can realize a

large scale network by connecting small networks based

on Bluetooth.

2. 3 Microprocessor

A microprocessor must have many channels for analog

inputs and the serial interfaces for sensor inputs and con-

trolling the external devices. The microprocessor should

process both a network and sensor measurement. We

adopt H8S/2633 (Renesas) as the microprocessor which

has sufficient internal memories (ROM 256 [kbytes], RAM

16 [kbytes]), 16 analog input channels with 10 [bits] res-

olution, many serial interfaces and many interrupts. 8

[Mbit] SRAM is connected to the microprocessor in case

of handling a large amount of data.

2. 4 Protocol Stack and Implementation

Host Controller Interface (HCI) is a standard for the

communication and the control defined by Bluetooth SIG.

Since the radio control and the process for the physical

layer of Bluetooth are processed by the Bluetooth module,

we only implement the Host Controller Interface and the

application such as the logical communication process and
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sensor data process. We utilize MBM02 (Hitachi Maxell)

as the Bluetooth module which is based on Bluetooth 1.1.

The Bluetooth module and the microprocessor are con-

nected through UART serial communication. To control

the Bluetooth module, it is necessary for the micropro-

cessor to handle all the data without the loss of data and

the delay. Moreover the Microprocessor should measure

and accumulate sensor data. Coping with these tasks, we

used transmitting and receiving interrupt and 1 [kbyte]

ring buffers without specific operating systems.

2. 5 Realization of Device

H8S/2633

MBM02
Bluetooth

Ceramic
Antenna

Sensors

8b
itB

us

CompactFlash
etc.

14.7456Mhz

3.7V 680mAh Lithium Ion Battery

8Mbit
SRAM

Serial

ROM 256KB
RAM 16KB
10bit A/D 16ch

460.4kbps
SCI 5ch
I2C 2ch
DMAC 4ch

8bitTimer 4ch

3V
Max180mA
Regulator

Multiplier(4state) Analog 8ch

Data       8bit
Address 3bit
WR,RD,CS
IRQ

Analog 8ch
Serial   3ch
I2C       2ch

PC

Fig. 2 Configuration of the realized device. The Bluetooth

module and the microprocessor are connected UART.

The microprocessor is selected so that many sensors,

actuators and external storages can be connected to

the realized device.

Fig. 2 shows the configuration of the realized device.

The microprocessor and the Bluetooth module are con-

nected by 460.8 [kbps] serial communication. All the de-

vices are driven by 3 [V] and can be driven by only the

Li-ion battery. To cope with many kind of sensors, the

reference voltage of the analog input can be changed in-

dependent of the 3 [V] power supply. Maximum current

consumption is up to 90 [mA] (H8S/2633 30 [mA], SRAM

25 [mA], MBM02 30 [mA] and others 5 [mA]). The realize

device has 16 analog input channels, 3 serial communica-

tion channels, two I2C channels and the 8 [bit] CPU bus

which enables connection with an external storage such as

a compact flash. Fig. 3 shows the realized device. This

device has 4 layers. Its size is 45 × 56 [mm]. Its weight

is 14 [g] excluding a battery weight.

3. Networking

In order to construct a large ad hoc network, we imple-

ment a one-to-one connection, an autonomous connection

and a scatternet to the wireless sensor network devices.

Microprocessor

Bluetooth
module

Bluetooth
module

Antenna

Analog
input
Analog
input

Serial,I2C,
Analog input
Serial,I2C,
Analog input

CF
interface
CF
interface

SRAM

Fig. 3 Top (top figure) and bottom (bottom figure) layer of

the realized device. The Bluetooth module (MBM02)

and the microprocessor (H8S/2633) are mounted on

the top layer. The 8 Mbit SRAM is mounted on the

bottom layer.

3. 1 One to One Connection

At first, the one-to-one connection was constructed as

the basis of the wireless sensor network. In order to build

the connection, the basic process is 1) obtaining the tar-

get’s information by inquiring, 2) paging the target and

3) establishing the connection.

In this section, we consider only two sensor devices A

and B. Firstly, both A and B devices are initialized by

executing “Reset Command” to enter the standby mode.

Secondly, the device B enables the inquiry and page scan

by executing the “Write Scan Enable Command”. The

device A is inquiring targets for some length of time by
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“Inquiry Command”. The device B responds to the In-

quiry Command from the device A automatically. “In-

quiry Result Event” occurs in the device A that receives

the response of the device B. The device A can obtain the

Bluetooth address and the displacement of the clock of

the device B as the parameters of “Command Complete

Event”. Thirdly, the device A tries to connect the de-

vice B by executing “Create Connection Command” with

obtained information from the device B. “Connection Re-

quest Event” occurs in the device B that receives paging

from the device A. The device B can obtain the Bluetooth

address and the class of device of the device A at this time.

In order to accept the connection, the device B executes

“Accept Connection Request Command”. Finally, both A

and B devices complete the connection with “Connection

Complete Event” and can obtain the connection handle.

After above process, they are ready to communicate.

3. 2 Autonomous Connection

We implement the autonomous connection. The de-

vice searches other devices by inquiring at fixed intervals.

If there are responses from other devices, the device au-

tonomously tries to connect the responded devices. Fig. 4

shows a frame format of the autonomous connection. The

inquiring device will be a master. The responded device

will be a slave.

Find other device

Automatically
connect

Master Slave

Fig. 4 Autonomous establishment of wireless network. The

device searches the specific devices by inquiring at

fixed intervals. If the device finds the specific de-

vice, the device autonomously tries to connect the re-

sponded devices. The inquiring device will be a mas-

ter. The responded device will be a slave.

Each device set the class as “Class of Device” for each

role of the device by using “Write Class of Device Com-

mand”. Each device also enables inquiry and page scan

with “Write Scan Enable Command”. The devices uti-

lize “Event Filter” to find and connect the specific device

automatically. After these settings, the device executes

“Periodic Inquiry command” to find the specific device ac-

tually. If the specific device is found, the device executes

“Exit Periodic Inquiry Command” to stop inquiring. Fi-

nally, the device executes “Create Connection Command”

to connect the specific device. Through above process the

autonomous connection can be established.

3. 3 Scatternet

The network consists of one master and more than one

slave in Bluetooth. Although the master controls the com-

munication frequency, the number of slave devices is lim-

ited up to 7 devices. This small network is called a pi-

conet. In order to construct a larger network, the piconets

should be connected with each other (Fig. 5). The large

network that consists of the piconets is called scatternet.

We realize the scatternet by switching the master device

to the slave in another piconet temporary. Based on the

scatternet, the huge network can be constructed by relay-

ing piconets.

Active Master
Slave Valid Link

Invalid Link(Hold mode)

Piconet1 Piconet2

Master1 Master2

Transition without
Inquiry or Paging

Piconet1 Piconet2

Master1 Master2

Hold modeMaster
and Active Slave

Fig. 5 Scatternet with hold mode. The scatternet is realized

by switching the master device to the slave in another

piconet temporary.

We implemented scatternet by using “Hold mode”. Un-

der the hold mode, the device can switch between the

master and the slave. In this section, we consider three

devices A, B and C.

Firstly, there is a piconet which includes the master

device A and the slave device B. Both devices A and B

execute “Write Link Policy Setting Command” to allow

themselves to change the hold mode. The master device

A executes “Hold Mode Command” and sets the period

of the hold mode. After the “Mode Change Event”, the

device A is transferred to the hold mode. In the hold

mode, the master device A executes “Write Scan Enable

Command” to enable the inquiry and page scan.

Secondly, the third device C requests the connection to

the device A. “Connection Request Event” occurs in the

device A. After the event, the device A executes “Accept

Connection Request Command” to allow the connection

from the device C. “Connection Complete Event” occurs

in the device C. After that, the second piconet is con-

structed which includes the master device C and the slave

device A.

Thirdly, in the second piconet, the master and the slave

devices execute “Write Link Policy Command” to allow
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themselves to change the hold mode. The device A in the

second piconet executes “Hold Mode Command” and sets

the period of the hold mode. “Mode Change Event” oc-

curs in the devices A and C. The device A in the second

piconet changes into the hold mode. The period of the

hold mode of the device A in the first piconet finishes.

“Mode Change Event” occurs in the Devices A and B.

Finally, the device A executes “Hold Mode Command”

and sets the period of the hold mode before the end of

the period of the hold mode in the second piconet.

Moreover the slave device in the second piconet can be-

come the hold mode master of the third piconet. This

connection can be beaded repeatedly. By using this pro-

cedure, a huge network can be realized in Fig. 6. However

the routing in this huge network is the big problem. There

are many papers to attack the routing problem to find the

optimal path. This paper does not mention the routing

problem in this paper, since this is our on-going work.

Valid link

Invalid link (Hold mode)

Active master

Hold mode master
and active slave

Fig. 6 Huge sensor network. The huge network can be real-

ized by connecting piconets with hold mode.

3. 4 Time Synchronization

In order to gather sensor data from many kinds of de-

vices, it is necessary to synchronize the time of sensor

data. The time synchronization procedure is explained as

follows:

(1) One device becomes the master to be synchro-

nized.

(2) Other devices are connected as the slaves.

(3) The master device broadcasts packets for the

time synchronization.

(4) The entire device which accepts the broadcasted

packet starts the timer.

Since all the device has the same hardware, the processing

time for receiving the packet is assumed same. The time

of flight of the radio wave is ignored because the length

of the communication in Bluetooth is about 10 m.

4. Performance

4. 1 Environment and Condition

We conducted all the experiments under the usual of-

fice environment. There were active IEEE802.11b wireless

LAN access points. During the experiments, there were

no communication errors and disconnections. However

we did not measure the interference between the wireless

LAN and the Bluetooth. We tested two different com-

munication distances (1.5 [m] and 4.0 [mm]), then we ob-

tained the same results. By changing some Bluetooth

devices, we confirmed that there were no individual dif-

ferences.

4. 2 Time to Find Target Device

The time to start measuring the sensor data from the

start of the power supply is very important for usability.

The time to obtain the information of the target device

from the reset of the device is evaluated. The evaluation

method is explained as follows:

(1) The device B is set as the inquiry scan enable

mode with “Write Scan Enable Command”.

(2) The device A starts the timer after execution of

“Reset Command”.

(3) The device A executes “Inquiry Command”.

(4) The device A stops the timer immediately when

it obtains the information of the device B through the

“Inquiry Result Event”.

This procedure is repeated for about 70 times. The

timer is counted by using the 8192 diving of the clock

(14.7456 MHz) of the microprocessor.

The response time is changed with respect to each 15

or 16 measurement. The inquiring device checks 16 dif-

ferent frequencies 256 times every 10 [msec]. After that

(after 2.56 [sec]), the inquiring device changed the inquir-

ing hopping sequence. On the other hand, the inquired

device changes the frequency every 1.28 [sec]. The alter-

nate of the finding time is thought to be caused by the

combination of the frequency patterns. Although there is

variety of the response time, the device can find the target

device in 5 seconds.

4. 3 Time to Establish Communication

We evaluate the communication establishment time

from the inquiry to the start of the data transmission.

This measurement time includes the request of connec-

tion and the connection establishment. We evaluate 75

trials continuously. Fig. 7 shows the experimental result.

The communication establishment time is about one sec-

ond or three seconds. The alternate of the establishment



T. SICE Vol.E-S-1 No.1 January 2006 7

time is also thought to be caused by the combination of

the frequency patterns.
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Fig. 7 The time required to establish a connection. The con-

nection establishment time is changed with respect to

each 15 or 16 measurement. The alternate of the es-

tablishment time is thought to be caused by the combi-

nation of the frequency patterns. The communication

establishment time is within three seconds.

4. 4 Data Throughput

We evaluate the data throughput by measuring the

communication time from the start of data reception to

the end of reception. The transmitted data consists of

10 data packets which size is 384 [bytes] (the maximum

packet size supported by the Bluetooth chip). Since the

receive buffer overflows when the more than 12 packets

are successively transmitted, we decide 10 data packets.

The mean throughput is 320.85 [kbps] and the standard

deviation is 29.09 by 5 trials. Because the throughput

between the microprocessor and the Bluetooth module is

460.8 [kbps], this result is appropriate. This throughput is

sufficient performance for the assumed application. In or-

der to obtain the maximum data throughput 723.2 [kbps],

it is necessary to speed up the communication between the

microprocessor and the Bluetooth module.

4. 5 Communication Delay

We evaluate the communication delay by measuring the

time from the start of transmission of one packet to the

end of reception. Firstly, two devices B and C connect

the master device A as the slaves. Secondly, the device

A broadcasts a timer start command to the device B and

C in order to synchronize the timer of B and C. Thirdly

both B and C start the timer and disconnect A. After

that, B connects C and stops its timer when B starts to

transmit the packet. C stops its timer when C finishes

the packet reception. Finally, the communication delay

of one packet is evaluated by the difference between the

timer counter of B and C.

The communication delay is measured by changing the

size of the payload. The evaluated payload sizes are 1, 10,

20, 30, 100, 200, 300 and 384 [bytes]. The means of the

delay in 5 trials are plotted in the Fig. 8.
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Fig. 8 Relation between the delay and payload. The delay

of sending packets is within 35 milli second under 384

[bytes].

In the wireless communication, the number of time slots

can be selected among 1, 3 or 5. The maximum pay-

load is set to 27, 183 and 339 [bytes] for each time slot.

When the payload size is changed from 20 to 30, or 100

to 200 [bytes], the communication delay is predicted to

be changed significantly. The results show that this sig-

nificant change is not observed. The delay of the process

in the Bluetooth chip is thought to have more influence

than the delay of the wireless communication.

4. 6 Battery Life

We evaluate the battery life of the realized device by

using the Li-Ion battery (Voltage: 3.7 [V], capacity: 680

[mAh], size: 33 × 50 × 4.7 [mm] and weight: 16 [g]). We

evaluate the battery life by measuring the duration time

in the continuous one-to-one data transmission. When the

receiver is driven by the battery, the battery life is 9 hours

and 20 minutes. On the other hand, when the transmitter

is driven by the battery, the battery life is 9 hours and 10

minutes. Generally, in the wireless communication, the

transmitter needs more power than the receiver. Since in

Bluetooth, the receiver returns the report of no-error to

the transmitter, the results of the battery life is thought

to have no difference between the transmitter and the re-

ceiver.

5. Application

By using the realized devices and the ad hoc network

functions, we construct the application that has automat-

ically exchanging name cards, controlling the heater when

returning from the cold outside and turning on and off the

desk light depend on the brightness of the user’s hand.
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Fig. 9 shows the configuration of the application system.

P C
Cold, Dark

Display

Message

Power On/Off

Wired

Wireless

Bluetooth
sensor device

Temperature
history
Luminosity

Individual
information

Heater or
Desklight

BT

BT BT

BT

BT

Fig. 9 Configuration of application. This system consists of

wearable devices, PC connection devices and electric

appliance control devices.

The system consists of the following three kinds of addi-

tional sensor devices which are connected to the realized

wireless sensor network device.

5. 1 Wearable Device

This device is attached to the wrist and has a temper-

ature sensor, illuminometer and their amplification cir-

cuits which are connected to the analog input of the re-

alized device. This device searches another wearable de-

vice and tries to connect the found wearable device. If

the connection is established, the name card information

is exchanged. When this device is requested by the PC

connection devices, it connects the PC connection device

and transmits the accumulated name card information,

the history of the temperature and the intensity of illu-

mination. The detailed procedure is explained as follows.

This device has name card information. This device sets

the “Class of Device” as the wearable device with “Write

Class of Device Command”. This device measures the

temperature every 30 seconds. The device enables the

inquiry and page scan with “Write Scan Enable Com-

mand”. This device searches the devices at fixed intervals

with “Periodic Inquiry Command”.

If it finds the wearable device with “Inquiry Result

Event” and “Class of Device”, the device tries to con-

nect it by using “Create Connection Command”. After

the completion of the connection, the device transmits

the name card information to the other wearable device

and receives the other’s name card information. If the de-

vice finishes the transmission with “Number of Completed

Packets Event” and the reception, the device returns to

the status before the connection with “Disconnect Com-

mand”. When “Connect Request Event” occurs in the

device and “Class of Device” is the wearable device, the

device accepts the connection with “Accept Connection

Request Command”. After the “Connection Complete

Event”, the name card information is exchanged.

If the connection request device is detected as the PC

connection device with “Class of Device”, the device ac-

cepts the connection with “Accept Connection Request

Command”. After the completion of the connection, the

device transmits the accumulated temperature data and

the name card information. This device also measures

the intensity of illumination every 5 seconds, this inten-

sity information is also transmitted to the PC connection

device.

5. 2 PC Connection Device

This device is connected to the PC through the serial

communication interface. This device can display the in-

formation via the connected PC. This device searches elec-

tric appliance control devices and tries to connect them

on finding them. If this device finds the wearable devices,

it tries to connect the wearable devices and displays the

received information as the name card information. More-

over if it detects that the human wearing the device re-

turns from a cold outside, this device tries to control the

device that is connected to the heater. By the same to-

ken, the device detects the darkness, it tries to transmit

turning on command to the device that is connected to

the desk light. The detailed procedure is explained as

follows.

The PC connection device sets “Class of Device” as the

PC connection device with “Write Class of Device Com-

mand”. This device starts to search the devices at fixed

intervals with “Periodic Inquiry Command”. If the de-

tected device is the electric appliance control device, this

device tries to connect it with “Create Connection Com-

mand”.

If the detected device is the wearable device with “Class

of Device”, the device connects it and sends the message

to PC display as “Hi, [Owner’s name of the wearable de-

vice].”. After “Connection Complete Event”, the accu-

mulated temperature data is received from the wearable

device. According to the temperature data, the device

decides whether the device transmits the control packets

to the electric appliance control device of the air condi-

tioner. The device also sends the message to the PC dis-

play according to the temperature as “It is very cold. So

I will turn on the heater.”. After the temperature data,

the wearable device transmits the name card information.

The device sends the name card information to the PC

display. The device also decides whether it sends the con-

trol packet to the electric appliance control device of the
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light according to the intensity of illumination from the

wearable device. After sending the control packets, the

device sends the message to the PC display as “It is too

dark. I will turn on the light.”.

5. 3 Electric Appliance Control Device

This device is connected to the electric appliances and

controlled by the PC connection device. In this applica-

tion, this device is connected to the heater and the desk

light. This device has relays which are connected by the

DA port of the wireless sensor device. The detailed pro-

cedure is explained as follows.

The electric appliance control device sets the “Class of

Device” as the electric appliance control device. This de-

vice becomes the inquiry and page scan enable status with

“Write Scan Enable Command”. It the connection re-

quested device is the PC control device, the device ac-

cepts the connection request with “Accept Connection

Request”.

According to the received control packets from the PC

connection device, the device controls the heater and the

desk light.

PC connection device
Electric appliance
control device

Wearable device

Relay circuit board

Serial communication
interface

Li-Ion battery

Illuminometer

Thermometer

Fig. 10 Top left is the electric appliance control device. Top

right is the PC connection device. Bottom is the

wearable device.

Under the above configuration, the subject meets the

guest and returns to his dark office through the cold out-

side. Then PC displays the name card information of the

guest. The heater and the desk light come on. The wire-

less sensor network works well as we expected. The ef-

fectiveness of the realized device and the network can be

Desklight

Heater PC

Message on
PC Display
Message on
PC Display

Hi, Takaharu.

I will show you name card today.
Name: Hanako Aoba
Affiliation Intelligent Lab.
Email hanako@ics.t.u-tokyo.ac.jp
Tel 03-xxxx-xxxx

It's cold.
I will turn on the heater.

It's dark.
I will turn on the light.

Fig. 11 A heater and a desk light are turned on by the elec-

tric appliance control device. Messages are displayed

from the device connected to PC. These results de-

pend on the information from the wearable device.

demonstrated. Fig. 10 shows these devices which were

used in this application. Fig. 11 shows the scene of the

demonstration.

6. Conclusion

In this paper, we realized a portable Bluetooth-

equipped device for the wireless sensor network. This

device is designed to be able to connect various sensors

and control external devices. We implement not only the

ad hoc network to realize a small network but also the

scatternet to construct a large scale network by connect-

ing and switching the small network. We evaluate the

throughput, the communication delay and the power con-

sumption. We also demonstrate applications using the

devices for wearable sensors, environmental information

sensors and controllers home electric appliances. These

evaluations and demonstrations prove that the realized

device has sufficient performance for the wireless sensor

network and effectiveness in the daily life.

Construction of the large network using the scatter-

net, solving communication routing problem, implement-

ing the power consumption control and realizing the hu-

man motion measurement application are future works.
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